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First:
A little about me



Nina Bargisen

And a bit about me

● Director,  technical evangelism at Kentik 

● Prior to this I spent a couple of decades building the internet at Subspace, Netflix 
and TDC

● A passionate sailor

● Learn more in the second episode of Network AF - a podcast series hosted by Kentik 
CEO Avi Friedman - https://www.kentik.com/network-af/
○ And enjoy the other episodes as well 

https://www.kentik.com/network-af/


Second:
A little about Kentik and network 

observability



NETWORK OBSERVABILITY:
The ability to answer any question about your network

What should I be 
performance testing?

What’s driving
latency in the east?

What will my 
cloud costs 

be in…?

When will 
we be at 

capacity?
Is the network the 

problem?

Are we 
under 

attack?



EVERY
COUNTRY

TRILLIONS
RECORDS/DAY

EVERY
NETWORK

>25%
INCREASED UPTIME

300+
CUSTOMERS

95%+
CSAT

Kentik is the Network Observability Company



What Good Network Observability Looks Like

ANALYTICS | MESSAGING |
WORKFLOWS | MITIGATIONS |
SERVICE TICKETS | JSON

SAAS 
SCALABLE 
REAL-TIME

INTEGRATED
AUTONOMOUS

QUERY | FILTER | DRILL |
ZOOM | MAP

GEO | ROUTING | APP | THREAT |
BUSINESS CONTEXT

DASHBOARDS | ALERTS |
INSIGHTS

FLOWS & VPC | STREAMING 
TELEMETRY | HOSTS | SNMP |
SYNTHETIC TESTS

CORE | EDGE | CLOUD | (SD-)WAN |
INTERNET | CONTAINERS
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THE KENTIK 
NETWORK OBSERVABILITY CLOUD

TELEMETRY
NetFlow, sFlow

VPC flow logs
SNMP

Streaming telemetry
Synthetics

BGP routing

CONTEXT

MESSAGE BUS/ 
QUEUE

OBSERVABILITY

REAL-TIME 
ANALYTICS

DATA LAKES

Application
User/subscriber

Geo-location
Infrastructure

Business attributes
Custom dimensions

● Kafka
● Kinesis

● New Relic
● Splunk

● InfluxDB
● Elasticsearch

● AWS S3
● Snowflake

Application 
performance 
troubleshooting

ML/AI

Risk & threat 
analytics

Business 
intelligence

FIREHOSE

Kentik Firehose



Other Activities

Kentik Network Analysis Center Kentik Labs



Peering



The motions of peering

plan Negotiate OperateAnalyze

What is it that we do?



Analyze: traffic quality



• Permanently monitoring 
selected DNS and root servers 
globally 
• Need to go to page and look at 

graphs to detect anomalies

• Ad hoc debugging 
• Ad hoc analysis as part of 

peering and connectivity 
investigations

When I started out in peering
We used these tools to monitor quality

Smokeping MTR and Traceroute





Today - we can test much more  

NETWORK

DNS

WEB/ 
APP

Layer Test Types & Features

IP Address Hostname

Mesh (NxN) Grid (MxN; N>>M)

Autonomous (ASN, CDN, City, Country, Region)

Route/ Event Viewer

ROUTING
Prefix Reachability Tracking

Hijack Detection

Path Change Tracking

AS PATH Visualization

Server Monitor

HTTP/ API Page Load (incl. DOM Waterfall)

Trace/ Path

Route Leak DetectionRPKI Status Check

Transaction (script/ recorder)

Grid

Peer Selection Internal BGP

Bandwidth/ Throughput/ “iPerf”

FTP

Community Check

OTT



Global agents

• Agents distributed globally
• Offering the ability for a range of 

tests 
• Community based , collaborative 

and commercial platforms
available
• Examples

• Kentik
• RIPE Atlas
• RING 
• TE

Ripe Atlas probes and ankers



Kentik Global Synthetic Performance Agents



So, what does this have to do 
with peering?





@

Your network



Private AgentsComparison Item 1

• test services inside  your network
• Test gateway availability
• Test routing to your network 
• Test global reachability

• Destinations inside your network
• Destinations on the internet

• Test routing from your network to 
destinations of interest
• Inside your network
• Outside your network

• Test latency to selected destinations
• Test services used by your customers from 

inside your network

Global Agents

















• Continuous path monitoring with alerts shows your connectivity works as planned and alerts you 
when it does not

• Continuous monitoring of packet loss and jitter with alerts means you are already on it before your 
customers experience any degradation of latency or jitter sensitive services

• Automation could be triggered by alerts from the tests and do it for you 

• State of the internet measurements can help you quickly determine if an alarm from a test from 
your network to an internet destination is due to internet weather or if you need to take action 
inside your network.

Synthetics tests enhances your flow based connectivity 
monitoring and analysis



Questions?
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Thank you!


